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SAINIMTA TOAOCOBBIX ACCUCTEHTOB OT YI'PO3
ITO AKYCTHUYECKOMY KAHAAY

Annoramus. FccaepoBaHbI METOABI 3aLITUThI TOAOCOBBIX IOMOIHHUKOB OT HECAaHKITMOHHPOBAHHBIX YIIPABAsL-
JOLUX KOMaHA, TepeAaBaeMbIX 3A0YMbIIIAeHHIKaMH. OTipeAeAeHbI OrpaHUYEeHHS TPAAULOHHbIX METOAOB
$UABTpaIMH U BepUHKAIIMH, YCTAHOBACHBI YSI3BUMOCTH M OTPaHUYEHHS TOAOCOBBIX aCCUCTeHTOB. OlleHeHa
3¢ PeKTUBHOCTD CPEACTB K METOAOB 3aIHUTBI, B TOM YHCA€ IIOTEHI[AABHBIX AASl THIIOBBIX CIleHapues. B xoae
HCCAEAOBAHUSI IIPEAAOKEH METOA, HCITOAB3Y LM KOMOMHAIIMIO IIPOrPAMMHBIX U ATIITAPATHBIX MeP 3aIIUTHI
FOAOCOBOTO ACCHCTEHTA, 00€eCIIeYHBAOIIMIT 3AI[UTY BBIITOAHEHHS KDUTUYECKH BAXKHBIX KOMAHA,
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PROTECTING VOICE ASSISTANTS FROM THREATS
VIATHE ACOUSTIC CHANNEL

Abstract. The study examines methods for protecting voice assistants from unauthorized control com-
mands issued by attackers. The limitations of traditional filtering and verification techniques are identified,
along with vulnerabilities and constraints of voice assistants. The effectiveness of existing and proposed
protective measures is evaluated, including their applicability in typical scenarios. As part of the research,
a method was proposed that combines software- and hardware-based security mechanisms for voice as-
sistants, ensuring the protection of critical command execution.

Keywords: information protection, acoustic security, voice assistants, biometric verification, spatial locali-
zation, machine learning.

For citation: Sokirchenko D.A., Lazareva K.E., Kuzmina UV. (2025) Protecting voice assistants from
threats via the acoustic channel. Vestnik of Russian New University. Series: Complex Systems: Models, analysis,
management. No. 4. Pp. 119~ 128. DOI: 10.18137/RNUV9187.25.04.P.119 (In Russian).

Besedenue

C pOCTOM HOITYASIPHOCTU TOAOCOBBIX ACCHCTEHTOB YBEAYMBAETCS YUCAO ATAK HA HUX. Tak,
YCTaHOBAEHO, YTO COBPEMEHHBIE IOAOCOBbIE IIOMOINHUKK BCE ellje IIOABEPXKEHbI PHCKY BOC-
HPI/UITI/IH HeCﬁHKHI/IOHHPOBaHHbIX TOAOCOBDBIX KOMAaHA, ITIOCTYITAIOIINX HE OT ACTUTHMHOI'O BAAd-
AeAbLa ycTpoiicTBa U (MAM) akKayHTa. PeaAnsytoTcst Takue KOMaHABI KAK IO CKPBITHIM KaHAAAM
nepepaun (aKyCTHMECKUe CUTHAABI B yABTPA3ByKOBOM AMAIA30HE, 3aMaCKMPOBAHHbIE CAOBA),
TaK U C IIOMONIBIO TEXHOAOTHI MMHUTAIIUH PeUH, a TAKKe BOCIPOU3BEACHNUS 3apaHee 3alUCaH-
HBIX KOMaHA. DTO CO3AA€T MOTEHIJUAABHYIO yIPO3Y OAb30BATEABCKON HHYOPMALIMH U CAMOMY
IIOAB30BATEA) H3-3a BBITOAHEHHUS BPEAOHOCHBIX ACHCTBHUIL.

LeAb MCCACAOBaHUSI 3aKAKOYAETCS B pa3paboTKe TeOpeTUIeCKH OGOCHOBAHHOIO IOAXOAQ
K [IOBBILIEHHIO YCTONYIMBOCTH TOAOCOBbIX ACCHCTEHTOB K aKyCTUYeCKIM aTakaM. PaccmarpuBaer-
Cs1 peaAn3anysi MEXaHU3MOB 6e30I1aCHOCTH IIPH IlepeAade KOMAHA 32 CIET IPUMEHEHHS METOAOB
IPOCTPAHCTBEHHOM U GHOMeTpU4ecKOl BepudpuKanuu HCToYHUKA. OOBEKTOM HCCACAOBAHIS
BBICTYTIAOT CHCTEMBI FOAOCOBOTO YIIPaBAEHHs], TaKUe KaK «STHAeKc Aancax, Siri, Alexa, Cortana
U APYTHE, & IPEAMETOM — METOADBL M TEXHUYECKHE CPEACTBA GHOMETPHYECKON U IIPOCTPAHCTBEH-
HO-aKyCTHYeCKO! BepUUKALIUH, HAIPABACHHbIE HA IIOAABACHIE BPEAOHOCHBIX KOMAHA CO CTO-
POHBI 3A0YMBIILIACHHUKA ANOO IIPEAOTBpallleHIe HEKOPPEKTHOM 00paboTKH 3ampoca.

0630p UCTMOYHUKOB NO Mmeme UCCAe008aHUs

M3yueHre Hay4YHBIX CTaTel U IIPAKTUYECKUX UCCAEAOBAHUI HA TeMY YIPO3 FOAOCOBBIX aC-
CHCTEHTOB [TO3BOASIET BBIIBUTH OCHOBHBIE CAAOBIE MECTA M METOADL IPOTHBOAENCTBHS M. Pac-
CMOTPHM aKTyaAbHbIE YIPO3bI U YSI3BIMOCTHU Ha CETOAHSIIHUI ACHb.

OaH¥ 13 HanboA€e OIIACHBIX aTaK HA TOAOCOBBIE ACCUCTEHTHI — ATAKU CKPBITHIMI KOMAHAQ-
MH. DT KOMAaHADBI He BOCIIPHHIMAIOTCSI YEAOBEUECKIM CAYXOM, HO PACIIO3HAIOTCS MUKPOdO-
HaMu cucTeM aHaam3a peun (pasee — ASR). Takum meToaoM siBasiercs Dolphin Attack, Biep-
Bble OIMCaHHBIN COTpyAHHKaMu DxanssHckoro yanusepcureTa B 2017 roay 1]. IIpu arom uc-
TIOAB3YETCS AMIIAUTYAHAS MOAYASILIUSL TOAOCOBBIX KOMAHA Ha yABTPa3ByKOBO# Hecymeit (dacro-
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Ta > 20 Fu). AnmapaTHble HEAUHEHHOCTH MUKPOQOHHBIX Iieflell ASMOAYAUPYIOT CUTHAA, Ipe-
BpaIas ero B CABIIUMYIO AAsI ASR pedn, 4TO TO3BOASIET BBIMOAHATH KOMAaHABI HA YCTPOHCTBAX
Siri, Alexa, Cortana, Echo u ap.

Caeayromeit yrposoit mocae Dolphin Attack craaa NUIT (Near Ultrasound Inaudible
Trojan), MPOAEMOHCTPHpPOBAHHAs yu€HbIMU n3 YHuBepcureta Texaca u Koaopapo Crpurrc
u npeactaBaennas Ha USENIX Security 2023 [2]. B oramaue ot npeaka, NUIT moxet Bbl-
MOAHATBCA YAAAEHHO Yepes puHamuk Toro e (NUIT-1) uau sroporo (NUIT-2) ycrpoiicTsa.
Ayauodaita c near ultrasound-curaasom (sactorst 16...20 kI1y) BkArOYaeTCs1, HarpuMep, BO
BpeMs BOCIIPOH3BEAEHISI KOHTEHTA Yepe3 PHAOKEHHE A BUACO H HHUIJUHPYeT KOMAHABI Oe3
BCSAKOT'O IIOAO3PEHHS IIOAb30BATEASL.

Mertopbl oTamuatorcst apxurtekrypoit: Dolphin Attack Tpebyer ammapaTHO# reHeparuu
yABTpa3ByKa u $usudeckort 6anzocry, Toraa kKak NUIT ucroapsyeT BO3SMOXKHOCTH AMHAMHUKA
YCTPOMCTBA U BBICOKYIO IyBCTBUTEABHOCTb MUKPO(QOHOB B OAIDKHEM YABTPA3BYKOBOM AHAIIa-
sone. IIpu NUIT-1 3A0yMBIIIACHHUKY AOCTATOYHO 3arPy3HUTh CKPBITYIO KOMAHAY, f OHa BBITIOA-
HUTCS Ha TOM e ycrporictse 6e3 3Byka. IIpu NUIT-2 AHHAMUK OAHOTO FaAXKeTa AKTUBUPYET
MHKPOPOH APYTOTO Ha PACCTOSTHUH, Ha KOTOPOM KOMAaHADBI OCTAFOTCSI HECABIITHBIMH.

HccaepoBaHME pacCMaTpPHBAeT YyIPO3bl, BOSHUKAIONIUE IIPH HCIIOAb30BAaHHH MOAMPHIIUPO-
BAaHHBIX ayAMO3amuced AAs aTak Ha ASR. Takue aTaku HCKaXKaIOT ayAHOCUTHAA AAS TI€PeAAUH
KOMaHA, He3aMeTHBIX AAS YEAOBEKa, HO PACIIO3HABAEMbIX CHCTEMO, UCIIOAB3YS MAaCKUP YOI
LTy M MAM U3MeHeHHe CIIeKTPAABHBIX XapaKTePUCTHK curHaaa [ 3]. OcymecTBASIOTCS aTaky AKC-
TAHIIMOHHO, HAIIPHMeD, Yepe3 IOTOKOBbIA KOHTEHT. ATaKH BO3AEHCTBYIOT HA PAHHHUE ITAIIBI 00-
PaboTKM ayAro — GUABTPALIHIO IITyMa U H3BA€YeHHe IPU3HAKOB. AASI 9TOTO He Tpebyercs crie-
ITMAABHBIX MHKPOQOHOB, II0O9TOMY aTaKa OCTAETCs IPUMEHNMA K ITMPOKOMY CIIEKTPY CHCTEM.

Caabble CTOPOHBI aTaKH: CTAHAAPTHbIE FOAOCOBbIE TIOMOIJHUKY He PACIIO3HAIOT KOMAHADI
Ha paccTosiHUU GoAee 3,5 M MAM [IPH COOTHOLIEHHH CHrHaA/uryM MeHee S AB u3-3a gprasrpos
ITyMOIIOAABACHHUS. 3A0YMBIIIACHHUKH MOT'YT HCIIOAB30BATbh AMHAMUKY HAU APYTHE YCTPONCTBA
Ha PACCTOSIHHU AO HECKOABKUX METPOB.

Takwue cucremsl, kak Google Speech, ycremno pacriosnaor o6branbie KoMaHAbL (<85 %) 1
MeHee 3¢ PpeKTUBHO — cKpbIThIe (<60 % ). YAydIeHre OTHOWEHNS CUTHAA/ IyM IIOBbIIIAET TOY-
HOCTb A0 60aee ueM 80 %.

OKCIepUMeHTHI MOKa3aA 3PPeKTUBHOCTb CKphIThIX KoMaHA. Liuetal (2019) aocTurau
80 % pacrosHaBaHMs MOAMUIMPOBAHHBIX ayanodaiiaos, a Qinetal (ICML 2019) - 100 %
TPAHCKPHUIIIUH C ICHX0aKyCTHIECKUM MACKHPOBaHUEM.

Fuzzy Wake Words — A0>XHAst aKTHBAIjHsl TOAOCOBBIX ACCHCTEHTOB U3-32 BOCIIPUSITHS CAOB,
doneTHaecku cxoxux ¢ Karouessvu (Harpumep, Alexa nan OK Google). dto cucremnas oco-
OeHHOCTb APXUTEKTYPhI ACTEKTOPA, HEKOPPEKTHO HHTEPIIPETUPYIONIasi 3ByKOBbIE CHTHAABI,
YTO MPHBOAMT K 3aIIUCH M 00pabOTKe CAyJaiHBIX KOMaHA. IIpobAeMa pacrpocTpaHeHa: accu-
CTEHTHI PearnpyIoT Ha MCKKEHHbIE MAM CAYJaiiHbIe CAOBA, HAITPHMEP, «XOAUC> BMecTo Alexa
uau $passl, Boi3biBatomue accucrenTa Google.

Uccaepoanne FakeWake [4] mop pyxosoacTBoMm mpodeccopa Axmapa-Pespr Capern mo-
Ka33aA0 BO3MOXXHOCTD aBTOMATU3HPOBAHHOTO CO3AAHUS « Pas33U>-CAOB AAS AKTHBALIH TOAOCO-
BBIX [IOMOIJHIKOB 0€3 ayAOAQHHBIX 1 BHYTPEHHIX MOAeAel. LICIIOAB3Ysl 9BOAIOIIMOHHbIM aA-
FOPHTM, Y4EHbIE CreHepUPOBAAU 965 YHUKAABHBIX CAOB, KOTOPbIe AKTHBHPOBAAH 8 AATPOPM,
Bratouasst Amazon Echo u Google Nest. Boaee 40 % sTux cA0B nMeAr K09 ULIHEHT AOKHOTO
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cpabarpiBanus Bbune 0,8, Brarouas Moaudukanuu caos tuna Alexa (Hanpumep, Alexi, Alive,
Olexa).

Y43BMMOCTD CBSI3aHa C yIPOIEHHbIMH HEHPOCETEeBbIMU MOAEASIMU-AETEKTOPAMH B YCTPOH-
CTBaX, KOTOPBIe OPUEHTHPYIOTCS Ha KAIOUeBble pOHEMBL. Aaxe CyIeCTBEHHbIe OTKAOHEHIS B
[POU3HOLIEHNY U ITYMOBOM $OH He MEIIAI0T aKTUBALUK. JTO CO3AAET PUCK YTEUKU AAHHBIX
WAM BHITIOAHEHUS HEXKEAATEABHBIX KOMAHA,

Cyuwecmsyrowgue mepot 3auumot

AAs pazoOpaHHBIX paHee yrpo3 pa3paboTaHbl COOTBETCTBYIOIIYE Mephl 3aIUThL. B HacTo-
SII[eM UCCAEAOBAHUH IIPOAHAAM3HPOBAHA KAXKAAS M3 Mep 3aIUTHI U POBEACH CPaBHUTEABHbIN
aHaAu3 3G PeKTUBHOCTHU IPOTHB YIIOMAHYTHIX yIPO3.

ToAocoBasi 6HOMETpUSI IIPEACTABASIET CODOI IIPOLIEAYPY ATPUOYIIMH AUYHOCTH, HCIIOAB-
3YIOLIYI0 aHAAM3 QOHETHUECKHX 0Opa3oB, UTO AEMOHCTPHPYET BBICOKYIO YyBCTBUTEABHOCTD
K pU3HOAOTMYECKIM M apTHKYASILIMOHHBIM 0CO6EHHOCTSM YeA0Bedeckoi pedrt [ S]. B xope mpo-
BEePKHU CHTHAA IIOABEPTaeTCsl CIEKTPAABHO-CTATUCTHIECKOMY AHAAM3Y, TIOCAE 00pa3yeTcs Bek-
TOP, KOTOPBII CBEPSIeTCS C XPAHAUIMMUCS Ha CepBepe 9TAAOHAMH.

TpaAHLMOHHbIE CHCTEMbI MCIIOAB3YIOT BeposTHOCTHbIe Mopean GMM-UBM (Gaussian
Mixture Model — Universal Background Model), popmupys ¢poroBbIit mpoduab peun u apar-
THPYS €TI0 II0A OAb30BaTeAS.. AASL yCTPaHEHHUS BAMSHHS AKyCTHIECKOIO OKPY)KeHHs IIPUMEHSI-
ercs JFA (Joint Factor Analysis), paspeasromuit BApuaTuBHbIe KOMIIOHEHTbI GOHOBBIX IIyMOB.
CaepoM OBIAU BHEAPEHBI THOPHAHDIE ApXUTEKTYpbl, Takue kKak GMM+SVM, rae BeposiTHOCT-
HbIe TTapaMeTPhI IOAAIOTCS Ha BX0A SVM-kaaccudukaTopam [6]. B mHacTosmee BpeMsI UCIIOAb-
3YIOTCSI TAYOHMHHBIe HelipoceTH x-vector u d-vector, o6ydeHHbIe HA OOABIINX QOHETHIECKHUX
xopmycax [7].

MexaHN3MBI 3aIITUTH OCHOBAHbBI HA COYETAHUH GUIHOAOTHIECKHX U IIOBEACHYECKUX MapKe-
POB: opMa TOAOCOBOTO TPAKTA, PE3OHAHC, HHTOHAIIUS U TEMII CO3AAIOT CAOXKHBIH TPYAHOBO-
CITPOM3BOAMMEII IIPOPUAD. AATOPUTMBI PACIIO3HAIOT AaHOMAAUH B 3aIICAHHBIX A CHHTE3H-
POBaHHBIX TOAOCAX. AMHAMHUYECKHe IIPOTOKOABI «BBI30B — OTBET> H IMHPPOBAHHE FOAOCOBBIX
9TaAOHOB IOBBIIIAIOT YCTONIUBOCTD.

YSI3BHMOCTH — CHCTEMBI [IOABEPIKEHbI CITyQHUHTY, CHHTeTHIeCKIM rosocaM u deepfake. Aast
3aIUTHI HCIIOAB3YIOTCS:

o ACTM-anaAu3 AAST BbISIBACHHST aHOMAaAWH;

o AMHAMUYeCKHIT 3apOC;

e KOHTEKCTHBIN aHAAU3;

« MHOTOKAQHAABHASI OHOMETPHSL

B roA0COBBIX TOMOITHUKAX UCITOAB3YETCS AMHBIH IIOAXOA K BEACHHUIO SKYPHAAOB. 3BYKO-
BOI1 IIOTOK IIpe06pasyeTcs B TEKCT C IIOMOLIBIO MOAYASI OOpabOTKHU eCTeCTBEHHOTO SI3bIKA. 3a-
TEeM AAHHBIE 3aIIpOCa — BPeMsl, HACHTHPHKATOP TIOAb30BATEAS], HACHTUPHUKATOP YCTPOHUCTBA U
HaMepeHHe — IMHPPYIOTCA U COXpaHAITCA B XpaHuauie. [Iludposanne peaausoBaHo Cpea-
crBamu AWSKMS, aoru Cloud Watch u S3-o6bexrs! samumenst katogamu KMS, a psoctym k
KAIOYaM CTpOTro peryaupyercs yepe3 IAM-nmoauTuky. BpeMeHHbIe AMUMUTBI XpaHATCSA COTAACHO
TpebOBAHUSIM 3aKOHOAATEABCTBA HAM CEPBUCHBIM II€ASIM, IIOAB30BATEAD MOXKET CAMOCTOSITEAD-
HO 3aITyCKaTh YAAACHHE HCTOPHUH, TeM CaMbIM CHIDKAS IIOTEHITMAABHYIO YA3BHIMOCTb AQHHBIX.

TeMm He MeHee peaAbHbIe CAy4au IOKA3aAM HaAuure pucko. B mioae 2019 ropa Google
Home nenpepHaMepeHHO (UKCHPOBAA OTPBIBKH Pa3srOBOPOB U IEPEAABAA X MOAPSAYMKAM:
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OKOAO THICSYU PPArMEHTOB ITOTAAO K BHEITHUM Tpchxpn6aTopaM‘. B utone 2020 ropa Check
Point BersaBua ys3umocts CORS /XSS B Alexa, MTO3BOASIIONIYIO ITO OAHOMY KAMKY IIOAYYMTD AO-
CTYTI K ANMHOH HCTOPHH M YCTAaHABAMBATD HABBIKH OT MIMEHH ITOAb30BaTEeAS.

dusyyeckas 3aIUTa OT CKPHITON aKTHBAIIMK MUKPOPOHA 3aKAI0UAETCS B AIllIAPaTHOM OT-
KAIOUEHHM ITUTAHHUS UAU CUIHAAQ MHUKPOQOHHOIO YCTPOMCTBA, TAPAaHTHPOBAHHO AHMIIAONIETO
CHCTeMy BO3MOXXHOCTH 3aITHChIBaTh 3BYK. I10CKOABKY NpOrpaMMHEBIN KOHTPOAD He BAMSET Ha
Pa3OMKHYTYIO Ijellb, TAKOE OTKAIOUEHHe COXPAHSIeT a0COAIOTHYIO HAAEKHOCTD AdXe IIpU Ha-
Avdun BpepoHocHoro T10.

ITporpammHOe 3aKkperaeHue 6A0kupoBku MukpopoHa (zepes OC nau ApaiiBepsl) He AQET
AHAAOTHYHOM TAPaHTUH: 3A0YMBIIIAEHHUKH C FOOt-AOCTYIIOM CIIOCOOHDI 000HUTH OTPaHIIEeHIS,
BH3yaAbHbIE HHAUKATOPBI MOI'YT OBITb IOAMEHEHBI, a MUKPO(YOH aKTUBUPOBAH IIPOTrPAMMHO
AQ’Ke IIPH OTKAIOYEHHUH IIPaB AOCTYIIA B UHTepderice.

ArmapaTHsle IIePeKAIOYATeAN YCTAHABAMBAIOT YETKYIO IPAHb MEXAY 0€30IaCHbIM U YsI3BU-
MBIM COCTOsiHHeM ycTporicTBa. B Amazon Echo mau Purism Librem, xax u 8 MacBook ¢ T2-
YHITOM, BKAIOUeHHe akTuBHOr0 LED-MHANKATOpa CUTHAAMBUPYET 00 OTKAIOYEHIN MUKPOPOHA
aNNapaTHO, YTO Pe3KO CHIKAET PUCK KOMIIPOMeTaruu [8]. AOIOAHMTEABHO TaKye pelleHHs
COYETAIOTCA C COKpaljeHneM IPUBHACTHPOBAHHOTO KOAQ U HCITIOAb30BAaHHUEM AOBEPEHHBIX MO-
ayaeit (nanpumep, Lockdown Mode B QubesOS u Purism), 4To MCKAIOYaeT IIPOrpaMMHYIO
MOAMEHY QYHKIIUHA CHCTEMBI.

B pesyabrare anmapaTHoe OTKAIOYEHHE MUKPOGOHA PabOTaeT KaK OCACAHHUIT PyOex 3amiu-
ThI: €CAY IUTAHKE OTPpe3aHo, HuKakoe 11O MAM MEKPOIIPONIMBKA He CMOXET ero aKTUBHPOBATD,
4TO OOecreynBaeT GU3NIECKYIO 6€30MACHOCTD OT CKPBITBIX AyAUOATAK.

B Tabawurie 1 mpeAcTaBACH CPaBHUTEABHbIN aHAAU3 PACCMOTPEHHBIX Mep 3aIUThI TOAOCO-
BBIX ACCUCTEHTOB OT YyIPO3 IO aKyCTHYECKOMY KaHAAY.

Tabauya 1
CymecTByromue MepbI 3aHUTHI
Mertop, IloxpriBaembIe yrpo3nl IIpenmymecTBa HepaocraTkm

Toaocosas buomerpust | — Hecankiponnposanssiit | — IToBbimieHHast TOYHOCTD | — YSA3BMMOCTD K aTaKaM
(uabTparys KOMaHA | AOCTYI K QYHKLMAM TTO- ayTeHTHUKAIIY; C HCIIOAb30BAHKEM CIM-
10 TOAOCOBOMY OTIe- | MOIJHHKA; — NACCHBHAS U He3aMeTHas | IAOB roaoca (voice replay/
9arKy) — aTaKH COIIMAABHOM HEDKe- | HACHTHHKAIIHS; spoofing);

HepuH; — YCTOHYUBOCTD K MOAACA- | — HEdPPEKTUBHOCTD B ITyM-

— IIOAMEHa TTOAb30BaTeAs | KaM M COIIMAABHOM HHDKe- | HOH cpeae;

(umnepconanus) HepHH; — Tpebyercs crieHaAusH-

— MHTETPaLisl B CHCTeMbI
IVR, MOGUABHbIE U TOAOCO-
Bble HHTePeFChl;

— BbISIBAGHHE MOIIEHHUKOB
10 TOAOCOBOMY «<4epPHOMY
CITUCKY >

poBaHHas HHPPACTPyK-
Typa;

— IIOTEHIIMAABHbIE ITPObAe-
MBI C IPUBAaTHOCTBIO (6¥0-
MeTpHYecKHe AQHHbIE)

' Verheyden T., Baert D., Van Hee L., Van Den Heuvel R. Google employees are eavesdropping, even in your living
room, VRT NWS has discovered / VRT NWS. 2019. 10 July. URL: https://www.vrt.be/vrtnws/en/2019/07/10/
google-employees-are-eavesdropping-even-in-flemish-living-rooms/ (zara ooparenus: 08.10.2025).
20’Donnell L. Amazon Alexa ‘One-Click’ Attack Can Divulge Personal Data// 2020. URL: https://threatpost.
com/amazon-alexa-one-click-attack-can-divulge-personal-data/158297 (nara obpamienus: 08.10.2025).
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Oxonuarnue mabauyp 1

MeTtop

IToxpeiBaeMble yrpo3bl

IIpenmymecrsa

HepocraTkn

Aor-¢uAbTpHI 1 IIpO-
BepKa MCTOPUH AeM-
CTBUI

- Hecankyponuposannoe
BBIIOAHEHHe KOMAHA;

— HapylIeHHe [IPO3PaIHO-
CTH M KOHTPOAS;

— XpaHeHHe IyBCTBUTEAD-
HOI1 MH$OpMaLK 6€3 BeAO-
Ma TIOAB30BATEeAS]

— Iosbumenue pooBepus 1
MIPO3PAYHOCTH;

— KOHTPOAD 33 COXPaHEH-
HBIMU AQHHBIMH;

— BO3MOXXHOCTD YAQACHHS
UCTOPUM;

— HAaCTpO¥Ka aBTOMaThye-
CKO¥ OYHCTKUY;

— MUPOKas OAAEPIKKA
TIPOM3BOAMTEAIMU

— He npeporspaiaer npo-
CAyLIVBaHUeE / BbIIIOA-HEHHE
B PeaAbHOM BpeMeHN;

— TpebyeT py4HOTO B3aHMO-
AEVICTBUS;

— MOXeT ObITb OTKAKOYEHO
[IOAB30BaTEAEM/3A0yMBIII-
AEHHHKOM;

— He MAGHTUQUIIUPYeT AHY-
HOCTb MCTIOAHUTEASI KOMaHA

MeToAbI «UUCTOM
30HbI> (pusmueckas
OAOKHUPOBKA MHKPO-

doma)

— ITaccusHoe mpocaymm-
BaHHe;

— yTeuKa ayAuOAAHHbIX;

— HelpeAHaMepeHHas aKTU-
BallUsl yCTPOMCTBA;

— cbop AruHOM HHPOP-
MaIlUH U TIOBEAECHIECKUX
AQHHBIX

— IToAHOE HCKAIOYEHME
[POCAYIIMBAHUST;

— mpocras peaansanus (me-
XaHHYeCKas KHOTIKA);

— HezaBucumocts ot [10;

— He TpeGyeT AOTIOAHUTEAD-
HBIX HACTPOEK

—IloTeps ¢pyHKIIMOHAAD-
HOCTH FOAOCOBOTO TOMOII-
HUKA;

— Tpebyercs pusmueckoe
B3aNMOAEVICTBHE;

— IIOAB30BATEAU MOTYT 3a-
OBITb BKAIOYHTD OOPATHO;
— He 3aIHINAET IIPU BKAIO-
YeHHOM MHKpOdOHe

Hcmounux: 31ech v nanee TaONUIbl COCTABICHBI aBTOPAMU

Mamepuarvt u memodot

B IEASX MOBBIMEHNS 3ALTHIEHHOCTH I'OAOCOBBIX AaCCHCTEHTOB OT HECAHKIJMOHHPOBAHHOI'O
YHOPaBA€HHA CO CTOPOHDI IIOCTOPOHHUX AUI MAH C MCIIOAB30BAaHHEM BOCIIPOU3BOAMMBIX 3arrcen
B HaCTOSIIeN CTaTbe TIIPEAAATAETCS METOA, HpeAYCMaTPI/IBaIOII_II/Iﬁ BI)I6OPO‘IHYIO AOIIOAHMTEADPHYIO
Bepmlmxaumo TIOAB30BATEAS IIPH BPIITOAHEHUH KOMAaHA C BBICOKOM 3HAYUMOCTDIO. HOAXOA OCHO-
BaH Ha KOMITA€KCHON OLICHKE ITIOAAMHHOCTHU ITOAB30BaTECAs C UCITOAB30OBAHHUEM 6HOMBTPH‘I€CKI/IX u
IIPOCTPAHCTBEHHDBIX ITPHU3HAKOB. PaCCMOTpI/IM KAIOYE€BbIE KOMITOHEHTBI METOAQ (CM. PHCYHOK 1)

KoMmaHga ot
nonb3osarens

nposepka Ha
KPUTUYHOCTL

KOMaHAa KpUTU4Ha?

6uomeTtpudeckas
qposepka npoiiaeHaz

NpOCTpaHCTBEHHaR
nposepka

TipocTpaHcTBeHHas
qposepka npoiaeHa’

6romeTpuyeckas
nposepka

oTka3
BbINONHEHMes
KOMaHAb!

O O

BbINONHEHNE
KOMaHab!

g

Pucynox 1. ApxuTexTypa MeToAa

HUcmounuxk: PHUCYHOK BBIITIOAHEH aBTOPpaMH.
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ApXHUTEKTypa METOAA IIPEATIOAATAET IPEABAPUTEABHYIO KAACCHPUKALINIO KOMAHABI C IIEABIO
OIIPEAEANTD, SIBASIETCSI AU OHA KPUTHUYHON, U CAEAYEeT AM, OCHOBBIBASICh HA 9TON KAACCHPUKA-
LY, IPOBOAUTD AOIIOAHHTEABHYIO IPOBepKy. [10A KpUTHIHBIMU KOMAaHAAMU IOHUMAIOTCS Te
KOMAHABI, BbIIIOAHEHHE KOTOPBIX IIOTEHIIMAABHO MOXET CAYKHTDb IOAYYEHHIO KOHPHAEHIH-
AABHOM MHOPMALIHU CTOPOHHUM AMIIOM HAHM HAPYIIUTh KOMPOPTHbIE 1 6€30IaCHbIe YCAOBHS
JKU3HH IIOAB30BATEAS 32 CUET CHCTeM yIPABACHHS YMHBIM AOMOM. B cAyuae ecan KoMaHAQ He
SIBASIETCSI KPUTHUYHOR, TO OHA CPa3y IIPUXOAHUT B HCIIOAHEHHE, B IIPOTHBHOM CAydae FOAOCOBOM
3aIpPOC CHAYAAA IPOXOAUT YCUACHHYIO BepHOHKAIIHIO IOAB30BATEASL.

YcnaeHHast BeprUKAIUS TOAB30BATEASI COCTOHT M3 ABYX [IOITAITHO BBIIIOAHSIEMbIX KOMIIO-
HEHTOB: OHOMeTPHIECKOTO U IPOCTpaHCTBeHHOTo. EcAn 6roMeTprdecKkuilt KOMIIOHEHT IIOA-
TBEPAUA, ITO KOMAaHAQ OBIAA AQHA TOAOCOM BAAAEABIIA ACCHCTEHTA, TO IPOBEPKA [IEPEXOAUT K
IPOCTPAHCTBEHHOMY KOMITOHEHTY. IIpoCTpaHCTBEeHHbIN KOMIIOHEHT aHAAM3UPYeT IPOCTPaH-
CTBEHHbIE XapAKTePHCTUKU MCTOYHUKA 3BYKA, OIIPEACASISI, YTO TOAOC IIOAB30BATEAS SIBASETCS
HACTOSIIIHM, a He ero 3aIIHChIO0, He HCKYCCTBEHHO CO3AQH IIPHU IOMOIIM CHHTE3a TOAOCA HAY Hell-
poceTeBoil MOAEABIO. Beprdukaris cauTaeTcsl yCIemHoH, eCAu 06a KOMIIOHEHTa He3aBUCHMO
[IOATBEPIKAQIOT TIOAB30BATEAS] ACTHTHMHBIM BAAA€AbLIeM. B cAydae ycremHo# BepudpuKarum
BBIIIOAHEHHE KOMaHADBI pa3pelaeTcsL.

KAroueBbIM 9TarIoM IIPeAAAraeMOro METOAQ SIBASIETCS] OLIPEACACHHE CTeTIeHH KPUTHIHOCTH
roAocoBoit koMaHAbL Kaaccuukaiiis KOMaHA OCYIIeCTBASIETCS C [IeAbIO MUHIMU3ALIHU U30bI-
TOYHBIX IIPOBEPOK, MOBBIIIASI CKOPOCTH PAGOTHI U KOMPOPT IOAB30BATEAS] OT UCIIOAb3OBAHHS
ACCHCTEHTA M IIOHIDKAS TPeOyeMyI0 BBIMUCAUTEABHYIO HarPy3KY.

B03MOKHBI HECKOABKO ITOAXOAOB K PEIIeHHIO 3aAQYM KAACCUPHUKAIIMH KOMAHA — OT IPO-
CTBIX CIICKOB AO MAIIUHHOTO 06ydeHust. CopepsKaHMe CTATUYeCKUX CIIMCKOB OCHOBBIBAETCS Ha
OLleHKe Pa3pabOTYUKa H/HAM TOAB30BaTeASL. IIpeAIOYTHTEABHDI BBIOOD MOAXOAQ 3ABHCHUT OT
Ha0Opa BO3MOXKHOCTEH M apXUTEKTYPHI IIOCTPOEHHST MOAYA€H TOA0COBOro accucrenra. Crm-
CKH MOTYT BECTHCb OAHHM M3 CAEAYIOIINX METOAOB: PaspellnTdb BbIIIOAHeHUe 6e3 IMpoBepKy
BCeX KOMaHA, KpOMe YKAa3aHHBIX, HAU 3a[IPETHUTD BBIIIOAHEHHE Oe3 IPOBEePKHU BCeX KOMAHA, KPO-
Me YKa3aHHBIX. Takoil TOAXOA TpebyeT pydHO HACTPOMKY U aKTYAAU3ALIMH 110 Mepe A0OaBAe-
HUS HOBOTO (QyHKITMOHAAA.

ITpuMeHeHne MANIMHHOTO OOYYeHMS MOXKET U30ABUTH Pa3pabOTYUKOB OT AKTYAAHU3ALIUM
CIIMCKOB U 3AIIUTHUTH OT HEIIPEABHACHHBIX CIIEHAPHEB, OAHAKO MOTPebyeT GOABIINX YCHAMUIL
AASL OOYUEHIIS M YBEAMYIBAET BBIYUCAUTEAbHBIE 3aTPATHL. TaKOM IIOAXOA CIIOCOOEH CaMOCTOSI-
TEABHO OIPEACAUTh KPHTHYHOCTb KOMAHADI HA OCHOBE OLIeHKH CEMAHTHIECKOTO COACPIKAHHS
KOMAHABI, KOHTEKCT IPEABIAYIINX 3aIIPOCOB, 4 TAIOKE YACTOTY HCIIOAB30BAHMS KOMAHA C LJEABIO
BBIIBAGHHS] AHOMAAHI B TOBEACHUH.

OcHoBHast 3aAa4a 6GHOMETPUYECKOrO KOMIIOHEHTA 3aKAIOYAETCSI B ONPEACACHHU COOTBET-
CTBUSI MEXAY TOAOCOM IIPOUBHOCSIIETO KOMAHAY U COXPAHEHHBIMU TOAOCOBBIMU CAEIIKAMHU
IIOAB30BaTEAEH TOAOCOBOTO ACCHCTEHTA. IIpu ImepBOM HCIIOAB30BAHHS FOAOCOBOTO ACCHUCTEH-
Ta AASL PAOOTBI KOMIIOHEHTA TPebyeTCsI [IpeABapUTeAbHOe pOPMHIPOBAHHIE ITAAOHHON MOACAH
FOAOCA KKAOTO TIOAb30BATEASI B CEMbe ITyTeM aHAAM3a KOHTPOABHBIX ¢ppas. ITpu mocrymaeHun
HOBOI KOMAaHADI Ha IIPOBEACHHE BePUPUKALUU CUCTEMA U3BAEKAeT [IPH3HAKH U3 KOMAHABL H
CPaBHHBAET HX C 9TAAOHHOM MOAEABIO, BbIYHCASIS CTEIIEHb CXOACTBA.

ITpoBepku B OHOMETPUIECKOM KOMIIOHEHTE MOI'YT OCYILIECTBASITHCSI KAK IIOAHOCTBIO HA
CTOpOHE KAMEHTA, TaK 1 B THOPHAHOM MOAEAU C IIPUBAEYEHIEM O0AQUHONM HHPPACTPYKTYPBHL



126  Mudopmaryka 1 BBIMMCAMTEAbHAS TEXHUKA

Becraux Poccuiickoro HoBoro yHusepcurera
Cepust «CA0KHBIE CHCTEMBL: MOACAH, AHAAK3 1 yTIpaBAeHue>. 2025. N2 4

BrInoAHeHNe IPOBEPOK TOABKO Ha KAUEHTCKOH CTOPOHE HCKAIOYAeT TPebOBaHIIS II0CTOSIHHOTO
CeTeBOIO COEAMHEHMS 1 00eCIIeYnBaeT AyILIYIO PeakIiuio accucTeHTa. OAHAKO C LIEABIO CHIDKe-
HUS TPeOOBAHMIL K alIIapaTHbIM XapaKTEPUCTUKAM YCTPOMCTBA MOT'YT HCIIOAB30BATHCSI BBIUKC-
AVITEABHBIE MOIHOCTH OOAQYHOTO CepBHUCA paspaborduxa. B aToMm caydae paspaboruuky mo-
TpebyeTcst M03a00TUTBCS O CO3AAHUH 0€30IIACHOTO METOAA MTePeAAdr HHYOPMAIMH [0 KaHAAY
CBSI3M M XpaHEHHH F'OAOCOBBIX MOAEAEH TIOAb30BATEACH Ha CBOEH CTOPOHE.

3apada IPOCTPAHCTBEHHOTO KOMIIOHEHTA — YOEAUTDCS, UTO IIOATBEPKACHHBIH FOAOC ITOAD-
30BaTeAs], OTAABIIETO KOMAHAY OMOMETPHUeCKUM KOMIIOHEHTOM, SIBASIETCSI €CTeCTBEHHOI pe-
upto. TexHHUYecKast peaAnsalist IPOCTPAHCTBEHHOIO AHAAM3a OCHOBBIBAETCS HA IIPHMEHEHHH
MUKPOPOHHOTO MACCHBA, COCTOSILETO M3 HECKOABKMX MUKPOPOHOB, OT KOAMYECTBA KOTOPBIX
OyAeT 3aBHCETb TOYHOCTD OIpeAeAeHIs . IIpy MOMOIM aATOPUTMOB IIPOCTPAHCTBEHHOMN AO-
kaausarun, Takux kak GCC-PHAT (Generalized Cross-Correlation with Phase Transform),
CPaBHHBAETCsI IIOAyUEHHOE HallPaBACHHe HCTOYHHKA 3BYKA C AOITYCTUMBIMU 30HaMI. Tak Kak
TOABKO OILI€HKA AOKAAM3AIIUY 3BYKa He FAPAHTHPYET AOCTOBEPHYIO TOYHOCTD, IIPEATIOAATAETCSI
YCHAEHIE METOAA HCIIOAb30BAHIEM MHOTOIIAPAMETPUIECKOTO AHAAN3A, BKAIOYAIOIIErO OLIEHKY
CIIEKTPAABHBIX XaPAKTEPUCTUK CUTHAAQ M KOHTPOAD AaMIIAMTYAHO-4aCTOTHBIX HCKKeHHUI. Ao-
[IOAHUTEABHBIM KPHTEPUEM CAYKHUT AHAAM3 AUHAMUYECKUX XaPAKTEPUCTHK PEYeBOTO CUTHAAQ,
[IO3BOASIFOIIIUIT BBIIBASITH apTeaKThl IUPPOBOIL 06pabOTKIL.

AASL OLIEHKY IepCIeKTUBHOCTH HCIOAB30BAHMS IPOCTPAHCTBEHHOTO AHAAM3A IIPOrpaM-
MHO OBIAA CO3AQHA MOAEAD CHCTEMbI AOKAAM3AIIMHU 3ByKa HA OCHOBE ABYyX MUKPOQOHOB, PacIio-
AOXKEHHBIX Ha PacCTOSHUM S cM, U ucroab3oBaHuu aaropurmMa GCC-PHAT past AokaAu3anuu
3ByKa. MoaeAb 6biaa HamicaHa Ha si3bike mporpammuposanms Python ¢ ucroas3osannem 6u-
6anorex NumPy, Scipy, Pandas, Matplotlib.

B mporjecce BBITOAHEHHUS IIPOrPaMMBI MOAGAUPOBAAKCH CUTHAABI OT HCTOYHHKOB, PACIIOAO-
JKEHHBIX II0A PA3AMYHBIMU YTAAMHI OTHOCHTEABHO YCTPONCTBA. AeIrNTUMHAS 30HA OIPEACASIAACH
KaK CeKTOp 45 rpapycoB oT $POHTAABHOI CTOPOHBI MOAEAHPYeMOTo ycTpoiicTsa. Ecau 3By mc-
TOYHUK 3BYKa IIOMIAAAA TIOA 9TY 30HY, TO HCTOYHUK CIMTAACS ACTHTHMHBIM. AASI KQKAOTO TeCTO-
BOTO CLIEHAPUSI B3AMOAEFCTBISI BBIYMCASIAMICH BpeMeHHbIE 3a A PIKKHI MeXAY MUKPOGOHAMH ITOA,
Pa3sHBIMH yrAaMu (peaAbHbIe YTABI — [I0A KOTOPBIMH PACTIOAArAACs HCTOYHHUK 3BYKa, OLleHOYHbIe
yrabl — paccuurannsie asropurmoM GCC-PHAT). B pesyabTate KCriepuMeHT MOKa3aA BbICO-
KYIO TOYHOCTb OIIPEAEACHISI AOBEPIHISI AAST PPOHTAABHOTO PACIIOAOXKEHHSI ICTOUHHKA 3ByKa; 3HA-
YUTeABbHBIE OTPEMIHOCTH [PH OLIeHKe YTAOB UCTOYHHKA cOOKY H c3aau (cM. Tabauiy 2).

Tabauya 2

Pesyabrarpl 9KCIepuMeHTa

Cnenapuit Peayz;x:;mﬁ Oue;fz;l‘nmil Aosepne, % | AerHTHMHOCTD
AeruTHMHBII T0AB30BaTeAb (PPOHTAABHO) 0 0 100 AernTUMHbIN
AerutuMHBII T0AB30BaTEAD (C6OKY) 30 -25,4 100 AerutTuMHbII
Araxa c6oxy 90 -59 9S Araka
Araxka czapu 180 0 100 AervTuMHBII

Crioco6HOCTb MOAEAHPYeMOF CHCTeMbI 0OHAPYKUBATH IOTEHIIHAABHBIE ATAKH COCTABHAQ
83,3 % mpu 100-TIpO1jeHTHOM IIPOITYCKe AETHTHMHbBIX KOMAHA. JTO [TOKA3bIBAET 0OYCAOBACH-
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HOCTb AOOABAEHHUSI IPOCTPAHCTBEHHOTO KOMITOHEHTA BePU(HKAIINK C AAABHEHIINM ero yco-
BEpIIEHCTBOBAaHUEM.

VcrioAb3oBaHIe METOAOB IPOBEPKH, ONHPAIONMXCS HAa OHOMeTpHYeCKHe U IPOCTPaH-
CTBEHHbIE AAHHbBIE, TPeOyeT NMPUMEHEHUS ONPEACASHHBIX BHIMHMCAUTEABHBIX M TEXHHYECKUX
cpeacTB. ViaeHTHUKALIUS IO TOAOCY, OCYI[ECTBHMAs TOABKO ITyTEM CPaBHEHHUSI FOAOCOBOIO
1I1a6AOHA IIOAB30BATEAS], MOXKET OBITh peaAU30BaHa HA YCTPOMCTBe. AAs 60Aee AeTAABHOTO aHa-
A¥I32 TIPU YCAOBHSIX OTPAHMYEHHBIX PECYPCOB MOXKET OTPebOBaThCsI IPHUMEHEHHe 00AAUHOM
HHPPACTPYKTYPDI, YTO CBSI3AHO C PHCKAMH yTEUKH OMOMETPHUYECKUX AAHHBIX M 3aAePIKKAMH
IPH BBITOAHEHUH KOMaHA. TpeboBaHHe MPOCTPAHCTBEHHOIO KOMIIOHEHTA K KOAUYECTBY AO-
MOAHHUTEABHBIX MMKPOQOHOB YBEAHYMBAET CTOMMOCTb YCTPOMCTBA M YCAOXHSET ero KOH-
CTPYKIIMIO 1 3aBOACKYIO HACTPOHKY. KpoMe TOro, KakAblit KOMIIOHEHT MOXKET OBITh IyBCTBH-
TEABHBIM He TOABKO K U3MEHEHHIO OKPY>KaloIei CPeAbl, B KOTOPOH HaXOAUTCS YCTPOHCTBO, HO
M K U3MEHEHHIO TOAOCA BAAACADITA BCAGACTBHE €TO COCTOSHHSA 3A0POBbS HAM SMOIIIOHAABHOTO
COCTOSIHHSL.

3axarouenue

B crarpe mmpepsAOKeH MeTOp, 3ALUINAOIIUI TOAOCOBbIE ACCHCTEHTHI OT HECAHKIIMOHUPO-
BAHHOTO BbIIIOAHEHNS] KPUTHYHBIX KOMAHA Ha OCHOBE MHOTOYPOBHEBOI BepUPUKALHI ITOAb-
30BaTeAs], IPOUSHOCAILEr0 KOMaHAY. [ [prMeHeH e 9TOro MeTOAR IIOBBIIIAET YCTOMYMBOCTD CH-
CTeMbl K COBPEMEHHBIM THIIaM aTak, Bkarodast Dolphin Attack, NUIT, Hidden Voice u Fuzzy
Wake Words.

AaAbHeNIIIIe NCCACAOBAHIS OYAYT HALIPABAEHBI HAa Pa3padOTKy aATOPHTMOB KAACCHUKA-
LIMH KOMaHA Ha OCHOBE MAIIMHHOTO O00y4eHMs, OIIpeACACH e ONITUMAABHOTO PelIeHUs PeaAt-
3aMH GOMeTPUIECKOTO U IPOCTPAHCTBEHHOTO KOMIIOHEHTA B CBSI3KE APYT C APYTOM M IIOKCK
Iy Tel AAS BHEAPEHIUS METOAQ B CYILIECTBYIOILIHE TOAOCOBBIE ACCHCTEHTBL.
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